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Figure 10 shows the components of fitbit tracker. A fitbit tracker is used to monitor daily 

physical activity like the distance travelled, footsteps covered, stairs climbed, calories burnt etc. 

It consists of trackers, the base, and a user laptop. Base is used to mount the tracker. Tracker has 

a switch that is used to display the fitness data of the user. The user laptop is used to retrieve the 

data from the tracker and store the data.  

 

Figure 11: Fitbit service logs (Rahman et al., 2016). 

Figure 11 shows the service logs of fitbit. The highlighted text shows that the login 

credentials are sent in plain text which contains Account id and password. This is the request 

sent from the base to the web server. 

Literature Related to the Methodology  

 Lake, Milito, Morrow, and Vargheese's (2014) paper explains that security and privacy is 

the major problem that is to be overcome by the internet of things in healthcare. This paper 

proposed a secure architecture framework for IOT in healthcare. 
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Figure 12: The life cycle of data and processing (Lake et al., 2014). 

The authors explained the life cycle of device data. Fig shows the life cycle of data and 

processing which can be summarized using 6 C’s. Connection is related to how the device is 

connected. Collection is related to how data is collected by the sensor from the body. Correlation 

is related to mapping the data to a context to create meaningful data that can be used to make 

decisions. Calculation is related to making a decision based on the data that has been filtered 

through an algorithm. Conclusion is related to taking appropriate actions. The action can be 

anything like ignoring or to escalate. Collaboration is related to collaborating the patient and the 

care teams. Data can be used in different domains for different purposes. The security at each 

domain is at risk. This paper also discussed about a security architecture for e-health. They used 

different sections in the architecture and evaluated the security challenges of each domain.  
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Figure 13: e-health security domain touch points (Lake et al., 2014). 

Figure 13 shows the risk points that are to be considered. The main domains include end 

points and access, cloud services, partners and providers. This paper also briefly explained about 

the security issues in device design and its use. This paper explained about the security issues in 

terms of IOT in Healthcare. This paper is not specific to wearable devices. 

Filkins et al. (2016) paper explains about the situation of security and privacy of 

healthcare data. The authors explained about the security and privacy concerns in the digital 

health era, and also discussed the tools and techniques that are available to help reduce the risk. 

The authors explained about the data at various levels across various platforms as shown in 

Figure 14. 
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Figure 14: The connected world of translational research in medicine (Filkins et al., 2016). 

There are three layers for patient data. The first layer is personal node where the patient, 

researchers, healthcare providers, doctors, nurses are the users. The second layer is the 

communication channel where the data is being transmitted to different platforms through 

different protocols. These protocols can be Bluetooth, Wi-Fi, Broadband, etc. The third layer is 

the service node which includes the interfaces where the patient’s data is stored. Although the 

authors discussed about the security and privacy concerns in digital healthcare, the issues that 

they discussed are very general to all IOT devices like Man in the middle attack, Phishing 

attacks, communication through SSL etc. and not specific to wearable internet of medical things. 
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Seneviratne et al.'s (2017) paper is “A survey on Wearable Devices and Challenges”. The authors 

of this paper surveyed more than 100 commercial products and classified them based on their 

functionalities and wearing modes. This survey showed that there are communication security 

issues for wearable devices and discussed various approaches to address them. This survey also 

included wearable computing topics such as offloading and in-device machine learning. This 

paper only concentrated on communication issues. Apart from the communication security issues 

there are many security problems on wearable medical internet of medical things which need a 

serious attention. Chakravorty's (2006) paper is about a programmable service architecture for 

mobile medical care. This project helps to reduce medical costs and improve quality of patient 

care. The author (Chakravorty, 2006, p. 1) “introduces MobiCare–a novel service architecture 

that enables a wide range of health-related services for efficient and mobile patient care. These 

services include: (1) health-related services in medical devices and sensors to remotely install, 

self-activate, reconfigure or even self-repair with new health services and applications, (2) secure 

and reliable dynamic software upgrade or update services applied to the native code of the 

clinical device, and, (3) remote registration and (re)configuration of body sensors as well as 

remote health-data services such as patient health report downloads and diagnosis data uploads 

with provider servers”. Figure 15 shows the MobiCare architecture. The author considered all the 

clinical sensors in the patient’s body as Body sensor network. The data collected by the sensors 

from the patient’s body is sent to the MobiCare client. From this MobiCare client, data is sent to 

the MobiCare server through a cellular link. Though the author tried to improve the patient’s 

quality of life with this project, this is only focused on the mobile care. This project cannot be 

used by the stakeholders to improve the security of the device itself. 
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Figure 15: Medical services with MobiCare (Chakravorty, 2006). 

 Pantelopoulos and Bourbakis' (2010) paper helps to understand about the architecture of 

biosensor wearable systems. This paper also compared various system implementations to 

identify the shortcomings of current wearable biosensor solutions. Figure 16 shows the 

architecture of a wearable health monitoring system. The data from the patients is collected by 

the biosensors in the device and the data from all the sensors is sent to the Central Node through 

wireless or wired communication. In the Central Node, a Central Processing Unit is used to do 

all the processing of the data collected and then the data can be sent to other applications through 

a wireless transmission. 
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Figure 16: Architecture of a wearable health monitoring system  

(Pantelopoulos & Bourbakis, 2010). 

 

Although this paper explained about the architecture of wearable health monitoring 

systems, the authors did not propose any methodology to secure these devices. 

To the best of my knowledge, there is no research published that is related to security and 

privacy of wearable internet of medical things from stakeholder’s perspective. All the papers in 

this section helped me to get an overview of the architecture of these devices, how these devices 

communicate and the security and privacy issues of these devices. 

Summary  

 Chapter II covered the background, challenges, and literature review related to IOT, 

IOMT and Wearable IOMT. The next chapter covers about the methodology to solve the 

problem. 
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Chapter III: Methodology 

Introduction  

 This section covers the approach and plan used to evaluate the study. 

Design of the Study 

 The main goal of the study is to guide hesitant users when choosing a secure wearable 

internet connected medical device (IOMT), encourage healthier competition among 

manufacturers of IOMT devices and therefore improve the security of wearable IOMT devices. 

MCDM (Multiple Criteria Decision Making) approach was used in this study. MCDM is a 

qualitative approach, which considers multiple conflicting criteria for decision-making. The 

focus of this paper involves evaluating existing medical devices security, provide an 

understanding of underlying reasons, educate and propose solutions from a stakeholder’s 

perspective.  

Data Collection 

 To evaluate the problem, certain key attributes that are critical for security and privacy of 

Internet connected wearable medical devices were identified. Each attribute was clearly defined 

as “what is it?”, “why is it important?”, and “how is it important?”. Under “how is it 

important?”, each attribute was defined with a set of considerations. These considerations are a 

set of Questionnaire (with a YES or NO answer). The attributes and their considerations are 

explained in the next chapter.  

 This work presents a methodology to assist the stakeholders of wearable IOMT device. 

Every stakeholder’s interaction with the device is different. All the attributes are not necessary 

for all the stakeholders. The stakeholder centric approach helps stakeholders with different 
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requirements, goals and tolerance to risks. The different stakeholders for these devices include 

patient, doctor, hospital, nurse, manufacturer, security researcher, regulatory authorities, 

insurance.  

This has a 2-step mechanism. 

STEP 1: The wearable medical devices were evaluated by answering the attribute 

questionnaire. Device specifications & privacy policies were considered to answer these 

questions. 

STEP 2: The score of each attribute is computed using its considerations. The scores for 

all the attributes were normalized to a score of 10 (to account for variable considerations). 
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Does the device allow the user to select the data for encryption? 

Does the device encrypt the passwords? 

Does the device encrypt the data that is at rest? 

Does the device encrypt the data in transit? 

Does the device encrypt the data that is in use? 

Does the device follow any of the standard encryption techniques? 

If yes, Does the device comply with regulations in the country where it is used? 

Does the device allow the user to choose an encryption technique? 

 

Figure 17: Attributes and considerations. 

Figure 17 clearly shows the attributes that are required for the security and privacy of the 

wearable internet of medical things and also considerations for the attribute “Encryption”. 
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Summary 

The methodology with a 2-step mechanism and data collection approach used for this 

study were defined and identified. The next chapter covers the definitions of all the attributes and 

also considerations for every attribute. 

 

  



36 

 

 

Chapter IV: Data Presentation and Analysis 

Introduction 

  This chapter covers the definitions of attributes and considerations of the study with a 

stakeholder-centric approach. 

Data Presentation 

The set of Security and privacy attributes for wearable internet of medical things that 

were identified to quantify the security in these devices were explained below. Each attribute is 

defined with a set of considerations. All these considerations were later used in the case study to 

evaluate the security and privacy of the two wearable internet connected medical devices. 

1. Authentication and Identity management. 

 a. What is this measure?  

This measures the device ability to verify stakeholder (patient/doctor/devices/ 

applications) identity. Identity is associated to a user with unique username or unique 

ID. Authentication is proving the identity of the user such as with a password or a 

key.  

 b. Why this is important?  

Because it defines how well is the authentication method in protecting device and 

data from unauthorized access. The authentication process means going through some 

extra steps to prove the identity of the user.  
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c. How this is important? 

1.  Does the device allow MFA?–MFA (Multi Factor Authentication) is the 

combination of two or more types of authentication. It is always difficult to 

bypass multi-layer security than a single layer security. 

2.  Is the minimum size of the password 8? –Recommendations for minimum 

length of the password is 8. However, the recommendations vary depending on 

the accounts. 

3.  Does the password require each of uppercase/lowercase/ number/ special 

characters?–A strong password is a combination of all the different types of 

characters. 

4.  Does the device have password expiration?–Users should change their 

passwords regularly at least for every 45-90 days. Users should be sent a 

notification to change their password before 10–12 days their set period. 

5.  Does the device have password recovery option?–It is always important to 

have a password recovery option and it is also important to identify the user 

before resetting the password. 

6.  Does the device have password history option?–A password history stores the 

previous passwords and prevents the users to reuse the same password after 

password expiration. 

7.  Does the Device have biometric authentication?–Biometric methods use a 

physical characteristic. They can be fingerprint scanner, retina scanner, iris 

scanner, voice recognition or facial recognition.  
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8.  Does the device allow to have same username and password? – Using the 

password as the username can be easily guessed by any hacker. The device 

should display an error message if the user is using the password as his own 

username. 

2.  Access Control and Profiling   

 a. What?  

This measures the device ability by which users are granted access and privileges to 

the resources. These resources can be data or the device. This access is defined by the 

rights and permissions assigned based on the authorization to the data and the device. 

It also measures the ability to define and customize profiles for the stakeholders based 

on the patient’s requirements.    

 b. Why?  

Because it helps the owner to limit the access to the device and the privileges that 

each user has. Only the owner of the device (i.e., patient) should have the highest 

privilege. 

c. How?  

 9. Does the device have Role-based access control?–Role-based access control 

uses roles to grant/deny permissions. The stakeholders can be categorized into 

roles and the stakeholder has all the rights and permissions of that role. 

10. Does the device have Rule-based access control?–Rule-based access control 

uses rules. These rules are typically static. The rules stay the same until the 

owner changes them again. 
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11. Does the device have Discretionary access control?–In Discretionary access 

control, owner establishes access to the other stakeholders. 

12. Does the device have Mandatory access control? – Mandatory access control 

uses labels to determine access. These labels can be referred as data sensitivity 

labels or security labels. 

13. Does the device have Attribute-based access control? – Attribute-based access 

control evaluates attributes and grants access based on the value of these 

attributes. 

14. Does the device have any other access control system? – The device can have 

any of the above access control systems or any other access control system to 

manage the privileges in the device. 

3.  Storage location  

 a. What? 

This measures the device ability to store the data in various secure locations. Data 

storage locations include cloud storage, mobile storage, and device storage.  

 b. Why?  

Because it helps the user to know the locations where the data is stored and hence 

the user can limit the storage locations as it increases the redundancy. Storing the data 

in multiple locations helps to back up the data but also increases the attack surface if 

the data can be managed from any storage location. 
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c. How?  

15. Does the device allow to store the data in the device itself?–Data stored in the 

device is easily accessible and can be tracked easily since the device is a 

wearable device and is always worn on the body. 

16. Does the device allow to store, manage, control the device from the device 

itself?–Since the device is a wearable device and is worn on the body, it is 

more secure if the device and the data can be controlled from the device itself. 

17. The user cannot store, access, manage and control the device from 

smartphone?–Smartphones are the easily accessible devices. If the wearable 

medical device can be controlled and managed by the smartphone, anyone 

accessing the user smartphone can easily control the device on the patient’s 

body. 

18. The user cannot store, access, manage and control the device from cloud/Third 

party apps?–Most of the cloud applications are in the control of a third party. If 

these applications are hacked and if the device can be managed from these 

applications, the hacker can easily control the device on the patient’s body. 

19. Does the device allow the user to select the locations where the data can be 

stored? – Storing the data in cloud/third parties is always at risk. The user 

should be able to decide the storage location depending on his requirements 

and security. 

4.  Encryption 

a. What?  
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This measures the ability of the device to make the data unreadable at various 

levels like data at rest, data in transit, and data in use. The data can only be read by 

the user who has the encryption key which again converts the data to the clear text.  

b. Why?  

Because it helps the user to know how securely the data is stored. If the data is 

stored in plain text, it can be read by anyone when the device is lost or during 

communicating the data or using the data.  

c. How?  

20. Does the device allow the user to select the data for encryption?–Although 

encrypting data is secure, it consumes time and space. The processing time of 

the device increases every time a data is encrypted and decrypted for a result. 

Hence the customer should be given an option to select the sensitive data for 

encryption to reduce the time and space.  

21. Does the device encrypt the passwords?–Passwords are usually stored in 

plaintext in these devices. If the passwords are stored in plaintext, anyone who 

has the access to the device can easily read the password. 

22. Does the device encrypt the data that is at rest?–Data at rest is when the data is 

not being used but is stored physically in the device. If the data is not 

encrypted when it is at rest, the data can be easily read by anyone if the device 

is lost or misplaced. 

23. Does the device encrypt the data in transit?–Data in transit is when the data is 

being transmitted from one location to the other. If the data is being 
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communicated in clear text between the two devices/locations, this data can be 

read by anyone who tries to eavesdrop the communication. 

24. Does the device encrypt the data that is in use?–Data in use is when the data is 

being used or when the data is active. The data should be encrypted even when 

the data is being used in device because it helps to protect the sensitive and 

active data. 

25. Does the device follow any of the standard encryption techniques?–There are 

standards for encryption techniques which proves that the encryption 

technology used is approved. 

26. If yes, Does the device comply with regulations in the country where it is used? 

–The regulations depend on the countries. Every country has their own 

regulations to be followed. It is also necessary for the user to check if the 

device comply with the regulations in the country where the device is being 

used. 

27. Does the device allow the user to choose an encryption technique?–There are 

different encryption technologies available depending on the time and 

reliability.  

5.  Compliance  

a. What?  

This measures that the device ability to follow the rules and guidelines set by the 

regulatory authorities.  
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b. Why?  

Because it defines that the device is compliant from such regulatory authorities and 

this increases the trust worthiness of the device.  

c. How?  

28. Is the device FDA compliant?–“FDA (Food and Drug Administration) is a 

federal agency of the United States Department of Health and Human Services 

which is responsible for protecting and promoting public health” (Food and 

Drug Administration, 2018). 

29. Is the device HIPAA compliant?–“HIPAA (Health Insurance Portability and 

Accountability Act of 1996) is United States legislation that provides data 

privacy and security provisions for safeguarding medical information” (What is 

HIPAA [Health Insurance Portability and Accountability Act], n.d.). 

30. Is the device ISO/IEC 80001 compliant? –“ISO (International Organization for 

Standardization)/IEC 80001 is Application of risk management for IT-networks 

incorporating medical devices. The key properties are risk management of IT-

networks incorporating medical devices to address safety, effectiveness and data 

and system security” (IEC 80001-1:2010–Application of risk management for 

IT-networks incorporating medical device, n.d.). 

31. Is the device ISO 14971 compliant?–“ISO 14971:2007 specifies a process for a 

manufacturer to identify the hazards associated with medical devices, including 

in vitro diagnostic (IVD) medical devices, to estimate and evaluate the 

associated risks, to control these risks, and to monitor the effectiveness of the 
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controls” ( ISO 14971:2007–Medical devices–Application of risk management 

to medical devices, n.d.). 

32. Is the device compliant to any other medical device regulatory?–There are 

different regulations and authorities for medical data and security.  

33. Is the device compliant to any regulatory authority where the device is 

manufactured?–Different authorities have different guidelines based on the 

location and rules. The device should be compliant to the regulatory where it 

has been manufactured. 

34. Is the device compliant to any regulatory authority where the device is used?– 

Different authorities have different guidelines based on the location and rules. 

The device should be compliant to the regulatory where it is being used. 

6.  Connectivity 

a. What?  

This measures the device ability to connect to other devices through different 

medium.   

b. Why?  

Because it defines how the device can be connected with the other devices. Each 

connectivity has their own challenges. The device should be able to connect to the 

correct device on the other side. 

 

 

 



45 

 

 

c. How?  

35. Does the device allow to select the type of connectivity? – Each user might feel 

comfortable and secure with different connectivity methods hence the device 

should allow the user to select how he/she would like to connect with internet 

or other devices. 

36. Does the device allow to connect with other devices through internet? – 

Internet helps to connect and view data in different devices globally. It helps 

the user to view and share the data at any time through the private network. 

Connecting to internet in public places always helps the hackers to easily hack 

the devices. 

37. Does the device have ability of mutual authentication when connecting with 

other devices? – Mutual authentication is a two-way authentication, that helps 

both the devices to authenticate before they connect to each other. 

38. Does the device can be anonymous when connected to other devices? – Being 

anonymous can make the user feel safe even if the data has been stolen while 

communicating with other devices. 

7.  Data Shredding     

a. What?  

This helps to determine the device ability to ensure that all patient identifiable data 

is securely and correctly removed/deleted from the equipment prior to disposal or 

reuse.  
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b. Why?  

Because it defines that the device does not store any previous data or malware 

installed by previous user and safe to dispose or reuse. Data shredding permanently 

wipes the data so that it cannot be recovered.   

c. How?  

39. Is the device under MDISS?–MDISS is Medical Device Innovation, Safety & 

Security consortium. It checks if the medical device is ready to use, no 

previous data is present in the device and also helps the device fix any 

vulnerabilities. 

40. Does the device contain any data shredding mechanisms?–Data shredding 

mechanisms help the medical devices to clear all the data previous stored in the 

device by other users. 

41. Is the device capable of installing any data shredding tools?–There are different 

open source data shredding tools available which helps to wipe all the 

previously stored data and malware. 

8.  Classification of data 

a. What?  

This helps to determine the type of data that is stored in the device and helps to 

categorize the data depending on the sensitivity.  

b. Why?  

Because it helps the user to have the ability to select the data that is to be stored in 

the device. The more sensitive data in the device the more likely to get attacked.  
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c. How?  

42. Does the device allow to catalog or categorize or classify data to very sensitive, 

moderate sensitive, not sensitive data?–Categorizing the data helps the user to 

know which data can be encrypted and which data should be given privileges.  

43. Does the device allow the owner to select the validity for the data stored in the 

device?–User can delete the less important data after a period of time which 

helps the device to increase the storage space and helps to increase the 

processing time. 

9.  Data accessed at the same time  

a. What?  

This measures the device ability to access the data by different people/programs at 

the same time.  

b. Why?  

Because data accessed at the same time by different people/programs increases the 

attack surface. It is difficult to find who, or which system is attacking.  

c. How?  

44. The device can restrict the stakeholders connecting to the device at the same 

time?–Each device has difference stakeholders. If all the stakeholders can 

connect to the device at the same time, the functionality of the device 

decreases, and it also becomes hard to track the stakeholder or any program 

used by the stakeholder. 
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45. Does the device have an option to limit number of stakeholders accessing the 

device at the same time?–If the user can limit the connections to the device, it 

helps to track the stakeholder or the program if the device is compromised. 

10. Number of stakeholders  

a. What?  

This measures the device ability in sharing the data with a certain number of 

people who are likely to know the data.  

b. Why?  

Because it defines the number of people who are accessing the data and who can 

access the data. As the number of stakeholders increases the attack surface also 

increases.  

c. How?  

46. Does the device allow the owner to select the stakeholders? – The owner of the 

device should have the privilege to select the stakeholders. 

11. Device bandwidth  

a. What?  

Bandwidth is measured in bits per second. This measures the device ability to 

transfer the number of bits in one second over a channel.  

b. Why?  

Because if the traffic exceeds a bandwidth, that means an unauthorized traffic is 

entering the device and can also be a chance for denial of service.  
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c. How?  

47. Does the device allow the owner to limit the bandwidth? – Bandwidth should 

be limited based on the data that is being transmitted. 

48. Does the device allow to limit the bandwidth for different stakeholders? – 

There are different bandwidth recommendations for different stakeholders. 

(Recommended bandwidth for health care providers, 2014) According to 

federal communication commission for healthcare, the recommended 

bandwidths are: 

• Single Physician Practice–4 megabits per second (Mbps)  

• Small Physician Practice (2-4 physicians)–10 Mbps  

• Nursing home–10 Mbps  

• Rural Health Clinic (approximately 5 physicians)–10 Mbps  

• Clinic/Large Physician Practice (5-25 physicians)–25 Mbps  

• Hospital–100 Mbps  

• Academic/Large Medical Center–1,000 Mbps 

49.  Does the device allow to limit the bandwidth based on the number of users?– 

There might be situations where the number of stakeholders accessing the 

device at the same time increases, at that time the device should allow the user 

to increase the bandwidth depending on the number of stakeholders. 

50. Does the device allow to limit bandwidth based on the user locations?–There 

might be unwanted traffic in public networks, So depending on the location, 

the user should be allowed to limit the bandwidth. 
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12. Tested?  

a. What?  

This measure if the device is tested and can be trusted by addressing all the 

vulnerabilities in the device.  

b. Why?  

Because it helps to determine the current level of security of the device and the 

vulnerabilities that were in the device and if they are patched?  

c. How?  

51. Is the device tested in terms of security and privacy? –According to a survey 

by Synopsys, 36% of the medical device makers and 45% of the Healthcare 

Delivery Organizations do not test their medical devices in terms of security 

and privacy (Medical-device-security-ponemon-synopsys.pdf, 2017). 

52. Is the device addressed with any security vulnerabilities?–(“medical-device-

security-ponemon-synopsys.pdf,” 2017). According to a survey by Synopsys, 

approx. 35% of medical device makers and app 26.7% of Healthcare Device 

Organizations say that their medical devices contain significant vulnerabilities. 

18.3% of Device makers and 13% of Healthcare Device Organizations say 

their tested medical device contain malware. 

53. Are all the vulnerabilities patched?–The medical device manufacturers should 

release a patch immediately if any vulnerability is known. 

  



51 

 

 

13. Log management  

a. What?  

This measure the device ability to monitor and analyze the traffic like records the 

users who accessed the data.  

b. Why?  

Because it helps the owner of the device to know the users who logged in, to check 

the data and can find if any unauthorized user is able to see the data.  

c.  How?  

54. Does the device have a log management system?–Log management system 

helps the user to know the users who accessed the device and the data. 

55. Is the log management system in the device trustworthy?–There are some basic 

log management systems available which are not reliable. 

56. Is the device capable to install a log management system?–There are different 

log management systems available which can be easily installed based on the 

requirement, e.g., Logsign, Splunk, Log packer.  

14. Compatibility  

a. What?  

This measures the device ability of compatibility to share the data with other 

devices. 

b. Why? 

Because if the device says it is compatible with other devices, it automatically 

shares the data with those devices. 
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c. How? 

57. The device is compatible to iOS but notifies the user before sharing the data?–

ios is a mobile operating system created and developed by Apple Inc. 

exclusively for its hardware (iOS, 2018). 

58. The device is compatible to Mac OS but notifies the user before sharing the 

data?–Macintosh OS is an operating system developed and marketed by Apple 

Inc. It is the primary operating system for Apple’s Mac family of computers 

(macOS, 2018). 

59. Is the device compatible to android OS but notifies the user before sharing the 

data?–Android is a mobile operating system developed by Google, based on a 

modified version of the Linux kernel and other open source software (Android 

[operating system], 2018). 

60. Is the device compatible to windows OS but notifies the user before sharing the 

data?–Microsoft Windows is a group of several graphical operating system 

families, all of which are developed, marketed, and sold by Microsoft 

(Microsoft Windows, 2018). 

Data Analysis 

 To normalize the score of attributes, the following formula was used: 

𝐴𝑡𝑡𝑟𝑖𝑏𝑢𝑡𝑒 𝑠𝑐𝑜𝑟𝑒 =∑𝐶𝑜𝑛𝑠𝑖𝑑𝑒𝑟𝑎𝑡𝑖𝑜𝑛𝑖 

𝑁

𝑖=1

𝑋 
10

𝑁
 

𝑁 = number of considerations 
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Stakeholder–Centric approach. All the attributes and their considerations were clearly 

defined in the previous section. This section explains the stakeholder centric approach of the 

proposed model. The stakeholders for the wearable internet of medical things include patients, 

doctor, hospital, nurse, manufacturer, security researcher, regulatory authorities, insurance. All 

the stakeholders do not require all the attributes that were defined. Each stakeholder is classified 

with the attributes that were required for that stakeholder. 

Table 1 

Stakeholder-Centric Approach 

Stakeholders 1 2 3 4 5 6 7 8 9 10 11 12 13 14 

Patient X X X X X X X X X X X X X X 

Hospital   X   X   X     X 

Doctor   X X X X X  X   X  X 

Nurse    X  X   X     X 

Manufacturer X X X X X X X X X X X X X X 

Regulatory 

authorities 

 X  X       X X  X 

Insurance   X X X     X  X   

Security 

Researchers 

 X X X X X X X   X   X 

        Key: 

  

1 – Authentication and Identity management 

2 – Access control and profiling 

3 – Storage location 

4 – Encryption 

5 – Compliance 

6 – Connectivity 

7 – Data Shredding 

8 – Classification of data 

9 – Data accessed at the same time 

10 – Number of stakeholders 

11 – Device bandwidth 

12 – Device tested 

13 – Log management 

14 – Compatibility
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Summary  

 This chapter covered the detailed description of the attributes and their considerations. 

This chapter also explained about the stakeholder-centric approach. The results of the 

methodology are explained in the next chapter. 
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Chapter V: Results, Conclusion, and Recommendations 

Introduction 

 This chapter clearly evaluates and analyzes the security and privacy of two different 

internet connected wearable medical devices from stakeholder’s perspective. 

Results 

Step 1: In step 1, consider 2 wearable medical devices (Zak.Huber, 2016) Dexcom g5 and 

(MiniMed 530G Insulin Pump | Diabetes Pump System With SmartGuard Technology, 2018). 

MiniMed 530G. These 2 devices are evaluated by answering all the attribute questions.  

The result of the considerations for Dexcom g5 and MiniMed 530G are attached in appendix.  

Step 2: After answering all the questions, the second step is to compute the score for each 

attribute using its considerations. The scores for all the attributes are normalized to score of 10. 

𝐴𝑡𝑡𝑟𝑖𝑏𝑢𝑡𝑒 𝑠𝑐𝑜𝑟𝑒 =∑𝐶𝑜𝑛𝑠𝑖𝑑𝑒𝑟𝑎𝑡𝑖𝑜𝑛𝑖 

𝑁

𝑖=1

𝑋 
10

𝑁
 

𝑁 = number of considerations 

1) The score for authentication and identity management: 

Device 1 – 

Authentication and Identity Management = 3𝑋 
10

11
 = 30/11 = 2.72 

Device 2 – 

Authentication and Identity Management = 6𝑋 
10

11
 = 60/11 = 5.45 

2) The score for Access control and profiling 

Device 1 –  
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Access control and profiling = 1𝑋 
10

4
 = 10/4 = 2.5 

Device 2 – 

Access control and profiling = 1𝑋 
10

4
 = 10/4 = 2.5 

3) The score for Storage location 

Device 1 –  

Storage location = 2𝑋 
10

5
 = 20/5 = 4 

Device 2 – 

Storage location = 2𝑋 
10

5
 = 20/5 = 4 

4) The score for Encryption 

Device 1 –  

Encryption = 0𝑋 
10

8
 = 0/8 = 0 

Device 2 –  

Encryption = 0𝑋 
10

8
 = 0/8 = 0 

5) The score for Compliance 

Device 1 –  

Compliance = 3𝑋 
10

7
 = 30/7 = 4.28 

Device 2 –  

Compliance = 2𝑋 
10

7
 = 20/7 = 2.85 

6) The score for Connectivity 

Device 1 –  
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Connectivity = 1𝑋 
10

4
 = 10/4 = 2.5 

Device 2 –  

Connectivity = 1𝑋 
10

4
 = 10/4 = 2.5 

7) The score for Data Shredding 

Device 1 –  

Connectivity = 0𝑋 
10

3
 = 0/3 = 0 

Device 2 –  

Connectivity = 0𝑋 
10

3
 = 0/3 = 0 

8) The score for Data Categorization 

Device 1 –  

Data Categorization = 0𝑋 
10

2
 = 0/2 = 0 

Device 2 –  

Data Categorization = 1𝑋 
10

2
 = 10/2 = 5 

9) The score for Data accessed at the same time 

Device 1 –  

Data accessed at the same time = 2𝑋 
10

2
 = 20/2 = 10 

Device 2 –  

Data accessed at the same time = 2𝑋 
10

2
 = 20/2 = 10 

10) The score for Number of stakeholders 

Device 1 –  
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Number of stakeholders = 1𝑋 
10

1
 = 10/1 = 10 

Device 2 –  

Number of stakeholders = 1𝑋 
10

1
 = 10/1 = 10 

11) The score for Device bandwidth 

Device 1 –  

Device bandwidth = 0𝑋 
10

4
 = 0/4 = 0 

Device 1 –  

Device bandwidth = 0𝑋 
10

4
 = 0/4 = 0 

12) The score for Device tested 

Device 1 –  

Device Tested = 1𝑋 
10

2
 = 10/2 = 5 

Device 2 –  

Device Tested = 0𝑋 
10

2
 = 0/2 = 0 

13) The score for Log management 

Device 1 –  

Log Management = 0𝑋 
10

3
 = 0/3 = 0 

Device 2 –  

Log Management = 0𝑋 
10

3
 = 0/3 = 0 

14) The score for Compatibility 

Device 1 –  
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Compatibility = 0𝑋 
10

4
 = 0/4 = 0 

Device 2 –  

Compatibility = 0𝑋 
10

4
 = 0/4 = 0 

 All the above attribute scores were plotted in a graph for better visualization. Figure 17 

clearly shows the graph of all the attribute scores for Dexcom G5 and MiniMed 530G. 

 

Figure 18: Comparison of two wearable IOMT devices. 

Stakeholder-Centric approach. As explained about the stakeholder centric approach in 

the previous chapter, every stakeholder has a different requirement, goal and tolerance to risks. 

Hence the values of the device changes with the stakeholder. Below are the figures, which 

clearly shows that the graph changes with the stakeholder. Figure 18 shows the values of 2 
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stakeholders, i.e., patient and a doctor for a device called Dexcom g5. Figure 19 shows the 

values of 2 stakeholders i.e., patient and a doctor for a device called MiniMed 530G 

 

Figure 19: Comparison of a doctor and a patient for Dexcom g5. 
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Figure 20: Comparison of a doctor and a patient for MiniMed 530G. 

Conclusion 

 According to a survey by HIMSS (“HIMSS Survey Finds Two-Thirds of Healthcare 

Organizations Experienced a Significant Security Incident in Recent Past,” 2015), two-thirds of 

healthcare organizations experienced a significant security incident in recent past.  Many 

researchers and manufactures of IoMT devices are concentrating on the S&P of these medical 

devices. Also, many regulatory authorities have recognized the importance of this problem and 

started serious steps towards ensuring (1) the protection of patient health information and (2) 

compliance of medical devices.  

 Stakeholders of IoMT, (i.e., Healthcare practitioners and patients) focus more on the 

functionality and performance of the device but often overlook the S&P issues associated with 

these devices. In most cases, the reason to overlook these security issues is due to lack of proper 

awareness.  
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 This work presented a methodology to assist IoMT stakeholders (e.g., doctor, nurses, 

etc.) to rank wearable IoMT devices in terms of their protection and deterrence. The proposed 

methodology uses a stakeholder-centric approach to improve security of wearable IoMT devices. 

The novelty of this work lies in that it defines security according to every stakeholder’s 

interaction with the wearable IoMT device. This approach assists stakeholders with different 

requirements, goals, and tolerance to risks manage issues that arise from stakeholders’ conflicts 

of interests broadly and thoroughly. 

Future Work 

 This research could be expanded further to help both manufacturers and customers of 

these devices. A tool can be developed with this methodology to easily evaluate the values of 

any wearable IOMT device. This tool can also be developed to store the values of previously 

evaluated devices and help the customers to retrieve these values. For each attribute, weightage 

can be added as pertinent to the stakeholder. 
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Appendix 

Result of considerations for Dexcom g5 and MiniMed 530G 

S.No Considerations Dexcom g5 MiniMed 530G 

1.  Does this device allow MFA?  

 

0 0 

2.  Is the minimum size of the password 8? 

  

0 1 

3.  Password must have an alphabet? 

 

0 1 

4.  Password must have an uppercase alphabet? 

 

0 1 

5.  Password must have a number? 

 

1 1 

6.  Password must have a character? 

 

0 1 

7.  Does the device have password expiration? 

 

0 0 

8.  Does the device have password recovery option? 

 

1 1 

9.  Does the device have password history option? 

 

0 0 

10.  The device does not allow to have same username 

and password? 

 

1 0 

11.  Does the Device have biometric authentication? 

  

0 0 

12.  Does the device have Role based Access control? 

 

0 0 

13.  Does the device have Rule based access control? 

 

0 0 

14.  Does the device have Discretionary access 

control? 

 

1 1 

15.  Does the device have Mandatory access control? 

 

0 0 

16.  Does the device allow to store in the 

device itself?   

 

1 1 

17.  Does the device allow you to manage, control the 

device from the device itself?   

1 1 
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18.  The user cannot store, access, manage and control 

the device from smartphone? 

 

0 0 

19.  The user cannot store, access, manage and control 

the device from cloud/Third party apps? 

 

0 0 

20.  Does the device allow the user to select the 

locations where the data can be stored? 

0 0 

21.  Does the device allow the user to select the data 

for encryption? 

 

0 0 

22.  Does the device encrypt the passwords? 

 

0 0 

23.  Does the device encrypt the data that is at rest?  

 

0 0 

24.  Does the device encrypt the data in transit? 

 

0 0 

25.  Does the device encrypt the data that is in use? 

 

0 0 

26.  Does the device follow any of the standard 

encryption techniques? 

 

0 0 

27.  If yes, Does the device comply with regulations in 

the country where it is used? 

 

0 0 

28.  Does the device allow the user to choose an 

encryption technique? 

 

0 0 

29.  Is the device FDA compliant? 

 

1 1 

30.  Is the device HIPAA compliant? 

 

1 1 

31.  Is the device ISO/IEC 80001 compliant? 

 

0 0 

32.  Is the device ISO 14971 compliant? 

 

0 0 

33.  Is the device compliant to any other regulatory 

authority? 

 

1 (HITECh 

Act) 

0 

34.  Is the device compliant to any other regulatory 

authority where the device is manufactured? 

 

0 0 
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35.  Is the device compliant to any other regulatory 

authority where the device is used? 

 

0 0 

36.  Does the device allow to select the type of 

connectivity? 

 

1 1 

37.  Does the device allow to connect with other 

devices through internet? 

 

0 0 

38.  Does the device have ability of mutual 

authentication when connecting with other 

devices? 

 

0 0 

39.  Does the device have ability to be anonymous 

when connected to other devices? 

 

0 0 

40.  Is the device under MDISS (Medical device 

innovation, safety & security consortium? 

 

0 0 

41.  Does the device contain any data shredding 

mechanisms? 

 

0 0 

42.  Is the device capable of installing any data 

shredding tools? 

 

0 0 

43.  Does the device allow to catalog or categorize or 

classify data to very sensitive, moderate sensitive, 

not sensitive data? 

 

0 1 

44.  Does the device allow the owner to select the 

validity for the data stored in the device? 

 

0 0 

45.  The device can restrict the stakeholders 

connecting to the device at the same time? 

 

1 1 

46.  Does the device have an option to limit number of 

stakeholders accessing the device at the same 

time? 

 

1 1 

47.  Does the device allow the owner to select the 

stakeholders? 

 

1 1 
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48.  Does the device allow the owner to limit the 

bandwidth? 

 

0 0 

49.  Does the device allow to limit the bandwidth for 

different stakeholders? 

 

0 0 

50.  Does the device allow to limit the bandwidth 

based on the number of users? 

 

0 0 

51.  Does the device allow to limit bandwidth based 

on the user locations? 

 

0 0 

52.  Is the device tested in terms of security and 

privacy? 

 

1 0 

53.  Is the device addressed with any security 

vulnerabilities? 

 

0 0 

54.  Does the device have a log management system? 

 

0 0 

55.  Is the log management system in the device 

trustworthy? 

 

0 0 

56.  Is the device capable to install a log management 

system? 

 

0 0 

57.  The device is compatible to iOS but notifies the 

user before sharing the data? 

 

0 0 

58.  The device is compatible to Mac OS but notifies 

the user before sharing the data? 

 

0 0 

59.  Is the device compatible to android OS but 

notifies the user before sharing the data? 

 

0 0 

60.  Is the device compatible to windows OS but 

notifies the user before sharing the data? 

 

0 0 

Total: 14 16 

 


